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Abstract of the contribution:

This contribution proposes the call flow for UE initiate registration procedure to 5G network based on service based interfaces in control plane.
Discussion

This contribution proposes the call flow for UE initiate registration procedure to 5G network based on service based interfaces in control plane.

Proposal

Add the following call flow and description to the TS 23.502.

*************** Start of 1st changes *********************

4
System procedures

4.1
Mobility Management procedures

Editor’s Note:
Should include mobility management related procedures.

4.1.1
Registration procedures

4.1.1.1
Registration

Editor’s Note: Procedure equivalent to Attach procedure and TAU (for all type of triggers) procedure. Procedure includes aspects required to support network slicing, and policy control. 
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Figure 4.1.1.1-1: Registration procedure

1.
UE to RAN: Registration Request (Registration type, Permanent ID or Temporary ID, Security parameters, NSSAI)

The Registration type indicates if the UE wants to perform an 'initial registration'. If included, the Temporary ID indicates the last serving AMF. The Security parameters are used for Authentication and integrity protection. NSSAI indicates the Network Slice Selection Assistance Information.

Editor’s Note: The content of the Security parameters is FFS.

Editor’s Note: Further details of UE provided NSSAI in NAS and RRC is FFS.

2.
If a Permanent UE ID (i.e. IMSI) is included or the Temporary ID does not indicate a valid AMF, the RAN, based on NSSAI, if available, selects an AMF. Otherwise, if the NSSAI is not included, a default AMF is selected based on the local configuration on the RAN node.

The RAN selects an AMF as described in TS 23.501, clause X.

3.
RAN to AMF: Registration Request (Registration type, Permanent ID or Temporary ID, Security parameters, NSSAI) and Location Information, Cell Identity, RAT type.


Location Information, Cell Identity and RAT type relates to the cell in which the UE is camping. 
4.
[Conditional] If the UE temporary ID is included in the Registration Request, the new AMF decides the old AMF based on the UE temporary ID, and then the new AMF requests “Get UE Context” service (Section 5.2.1.1) from old AMF to get the UE’s Permanent ID and AM Context. 

5.
[Conditional] AMF to UE: Identity Request ()

If the Subscriber Permanent ID is not provided by the UE nor retrieved from the old AMF the Identity Request procedure is initiated by AMF sending an Identity Request message to the UE. 

6.
[Conditional] UE to AMF: Identity Response ()

The UE responds with an Identity Response message including the subscriber Permanent ID.

7.
If the Registration Request was not sent integrity protected or integrity protection is indicated as failed (step 5 Information Response), the AMF, based on Permanent ID, selects an AUSF.

The AMF selects an AUSF as described in TS 23.501, clause X.
Editor’s Note: whether different authentication mechanism are need is FFS.
8.
The AMF requests “Subscriber Authentication” service (Section 5.2.5.1) from the AUSF.

9.
[Conditional] AMF to UE: Identity Request ().

If the ME identity was not provided by the UE nor retrieved from the old AMF the Identity Request procedure is initiated by AMF sending an Identity Request message to the UE to retrieve the ME identity.
10.
Optionally the AMF request “ME Identity Check” service (Section 5.2.6.1) from UDM to initiate ME identity check.
Editor’s Note: whether this step should be performed by other NF (e.g. EIR as EPC) is FFS.

11.
[Conditional] The AMF, based on the UE Permanent ID, selects a UDM. 

The AMF selects an UDM as described in TS 23.501, clause X. 

12. If the AMF has changed since the last registration, or if there is no valid subscription context for the UE in the AMF, or if the UE provides a permanent ID which doesn't refer to a valid context in the AMF, the AMF requests “UE Location Update” service (Section 5.2.3.2) from UDM to initiate the Update Location procedure. 
13. [Conditional] In case that UDM maintains the old AMF, UDM notices the old AMF via “UE Location Notification: service (Section 5.2.3.3).

14. [Conditional] After receiving notification from UDM and identifying that the UE is served by new AMF, the old AMF removes the UE context and notices the corresponding SMF via its “UE Mobility Notification” service in case that the UE context maintains the information of SMF that served the UE. The corresponding SMF deletes the PDU session context of the UE after receiving notification from AMF.
15.
Optionally the AMF, based on the UE Permanent ID, selects a PCF.


The AMF selects a PCF as described in TS 23.501, clause X.16.
[Optional] AMF requests “Get AM Policy” service (Section 5.2.4.1) from PCF to get the AM policy for the UE. 
17.
AMF to UE: Registration Accept (Temporary ID, Registration area)

The AMF sends a Registration Accept message to the UE indicating that the ‘initial registration’ has been accepted. Temporary ID is included if the AMF allocates a new Temporary ID.
18. [Conditional] UE to AMF: Registration Complete ()
The UE sends a Registration Complete message to the AMF to acknowledge if a new Temporary ID was assigned.
Editor’s Note: Details of N2 interaction is FFS.

19. In case one or more SM NAS messages (create PDU session requests) are sent along with the registration request from the UE in step1, the AMF selects slice(s) based on the SM-NSSAI(s) provided together with the SM NAS messages, then selects the SMF(s) within the selected slice as described in TS 23.501, clause X.

20, The AMF uses “SM Message Notification” service to forward the Create PDU Session Requests to the selected SMF(s) which will trigger PDU session establishment including necessary radio resource allocation as defined in clause X of TS 23.502.
4.1.1.2
De-registration procedures

Editor’s Note:
Procedures equivalent to Detach procedures. 

*************** Start of 2nd changes *********************
5
NF Service

5.1
Service framework procedures
Editor’s Note: Including support for generic service based procedures e.g. discovery, authorization, subscribe/notify etc i.e. the framework procedures between NFs.

5.2
Service based procedures supported by NFs
Editor’s Note: Including the procedures to request and realize the services exposed by CN NFs

5.2.1
Service based procedures supported by AMF
5.2.1.1 The procedure of “Get UE Context” service
Service description: provides the UE AM context to the requester
Pre-condition: AMF maintains the UE context.

Post-condition: Null.
The service interface message:

-
Get UE Context Request (UE ID, Reason).
Service procedure:
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Figure 5.2.1.1-1: Get UE Context Service

1.
The requester sends Get UE Context Request (UE ID, Reason) message to the AMF which has served the UE before to get the UE context. The UE ID is used to identify the AM context entry in the AMF, and the reason indicates why the requester requests the UE context, e.g. registration.   
2.
The AMF verify the UE first to determine whether this service request can be accepted or not. If accept, it provides UE AM context to the requester. The AM context includes: the UE permanent ID, the accepted NSSAI (optional), and the AM policy information.
Editor’s Note: It is FFS how the AMF verify the UE to authorize the service request for the AM context retrieval.
5.2.1.3 The procedure of “UE Mobility Notification” service
Service description: provides the UE mobility event to the Requester which has subscribed the UE mobility event before.
Pre-condition: The Requester has subscribed the UE mobility event before and the AMF detects the UE mobility event; 

Post-condition: Null.
The service interface message:

-
UE Mobility Notification (UE ID, Mobility Event).
Service Procedure:
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Figure 5.2.1.3-1: UE Mobility Notification service

1.
The AMF detects the UE mobility event and sends the UE Mobility Notification (UE ID, mobility event) message to the Requester which has subscribed the UE mobility event before. The UE ID is the UE permanent ID, i.e. IMSI, and the mobility event indicates which type of mobility event, e.g. Detach/TAU, are included in the notification.

2.
The requester acknowledges the UE mobility notification.
5.2.2
Service based procedure supported by SMF
5.2.3
Service based procedure supported by UDM

5.2.3.1 “Get Subscriber Data” service
Service description: Provide subscription data to the requester
Pre-condition: UDM maintains the subscription data.

Post-condition: Null.
The service interface message:

-
Get Subscriber Data Request (Subscriber ID, Indication of Subscriber data type).
-
Get Subscriber Data Response (Result, the required subscriber data).
Service procedure:
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Figure 5.2.3.1-1: Get Subscriber Data service

1.
The requester sends the Get Subscriber Data Request (Subscriber ID, Indication of Subscriber data type) message to the UDM to get the subscriber data.

2.
The UDM authorizes whether the requester is allowed to access the required subscriber data and provides the required subscriber data to the requester if allowed.
5.2.3.2 “Update UE Location” service
Service description: update the UE location including the AMF ID that serving the UE
Pre-condition: UDM maintains the subscription data

Post-condition: UDM updates the UE location context, i.e. the NF which serves the UE is updated, after accepting the request.
The service interface message:

-
Update UE Location Request (UE ID, NF ID).
-
Update UE Location Response (Result).
Service procedure:
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Figure 5.2.3.2-1: Update UE Location service
1.
The requester requests the UE location update. It sends the Update UE Location Request (UE ID, NF ID) message to the UDM. The NF ID indicate the type and identity of the serving NF. If the NF type is the SMF, the NF type also includes the associated APN.  When the requester send the Update UE Location Request message to the UDM, it also subscribe the Location update notification implicitly.  
2.
The UDM updates the UE Location information it maintains.

5.2.3.3 “UE Location Notification” service
Service description: notification when the UE location changes
Pre-condition: UDM detects the UE location change; the requester already subscribed the notification for the UE location change.

Post-condition: Null.
The service interface message:

-
UE Location Notification (UE ID, Type of Location change).
-
UE Location Notification ACK.

Service procedure:
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Figure 5.2.3.3-1: UE Location Notification service
1.
In case that UDM detects the location change of the UE, e.g. the AMF serving the UE changes, the UDM send a UE Location Notification(UE ID, Type of Location change) to the requester e.g. the old AMF serving the UE including the UE Permanent ID, the type of location change indicates , e.g. location change or subscription withdrawn..

2.
The requester acknowledge the notification, and it may further perform the related handling e.g. remove the UE context it maintains when the UE is not served by the requester.

5.2.3.4 “ME Identity Check” service

Service description: check the ME Identity and determine whether the subscriber is allowed to use the mobile entity
Pre-condition: UDM maintains the database of the ME identity numbers of blacklisted equipment.
Post-condition: Null.
The service interface message:

-
ME Identity Check Request (ME Identity, Subscriber Permanent ID).
-
ME Identity Check Response (Result).

Service procedure:
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Figure 5.2.6.1-1: ME Identity Check service
1.
The requester sends the ME Identity Check Request (ME Identity, Subscriber Permanent ID) message to the UDM to check the ME Identity.
2.
The UDM checks the ME identity and determine whether the mobile equipment is known and provides the result.
5.2.4
Service based procedure supported by PCF

5.2.4.1 “Get AM Policy” service
Service description: Provide the AM (Access and Mobility management) policy associated with one UE to the Requester
Pre-condition: Null

Post-condition: PCF maintains the AM policy for the UE.
The service interface message:

-
Get AM Policy Request (UE Permanent ID, UE Location, AN Type).
-
Get AM Policy Response (AM Policy).
Service procedure:
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Figure 5.2.4.1-1: Get UE AM Policy service
1.
The requester requests the PCF to apply operator AM policies for the UE. It sends the Get AM Policy Request (UE Permanent ID, UE location, AN type) to the PCF. The UE location indicates the network area that the UE resides and AN type indicates the access network that the UE is utilized.

2.
PCF determines the AM policy for the UE and provides AM Policy for this UE to the requester.
Editor’s Note:
The parameters in request and the content of AM policy are FFS.
5.2.5
Service based procedures supported by AUSF

5.2.5.1 “UE Authentication” service
Service description: Authentication the UE 
Pre-condition: Null
Post-condition: AUSF maintains the result of UE Authentication and the security context for the UE.
The service interface message:

-
UE Authentication Request (UE Permanent ID, Authentication mechanism).
-
UE Authentication Response (UE Permanent ID, security context).
Service procedure:
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Figure 5.2.5.1-1: UE Authentication service
1.
The requester sends the UE Authentication Request (UE Permanent ID, Authentication mechanism) message to AUSF to request the AUSF to authentication UE.
2.
(Conditional) In case that AUSF does not maintain the subscriber credential data, AUSF requests “Get Subscriber Data” service (section 5.2.3.1) from UDM to get the subscriber data for UE Authentication.

3.
The AUSF authenticates the UE and provides the result of UE authentication to the requester.
Editor’s Note: The UE authentication procedure is in scope of SA3 WG.
*************** End of changes *********************
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